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Discussion
The GST in NG.116 defines the following parameter:
3.4.25 Simultaneous use of the network slice
This attribute describes whether a network slice can be simultaneously used with other network slices.
	Parameters
	

	Value
	Integer

	Measurement unit
	NA

	Example
	0: Can be used with any network slice
1: Can be used with network slices with same SST value
2: Can be used with any network slice with same SD value
3: Cannot be used with another network slice
4-15: operator defined class

	Tags
	Character attribute / Functional



	Attribute Presence
	

	Mandatory
	

	Conditional
	

	Optional
	X


1. : - Simultaneous NS Table
It should be noted that this attribute is not implying anything about the expected deployment-level isolation of a Network Slice from another Network Slice or class of Network Slices, which is addressed by deploying Network Slice. For that aspect a separate attribute is defined in NG.116. This attribute is related to policies of simultaneous use of network slices that need to be supported in the 3GPP system end to end. This paper provides a solution to the enforcement of such policies
Proposal
It is proposed the following text is added to TR 23.700-40
Proposed Text
[bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc20227981][bookmark: _Toc435670434][bookmark: _Toc436124704][bookmark: _Toc20227982]6.X	Solution #X: Constraints on simultaneous use of the network slice
6.X.1	Introduction
This solution, which addresses KI#6, allows the system to enforce policies on Simultaneous use of Network Slices. It is based on network side awareness of the Classes of Network Slices a S-NSSAI is compatible with (based on subscription information) and the provision of this information to the UE as part of the network slicing configuration.

6.X.2	High-level Description
The S-NSSAI subscription information is augmented with a “simultaneous use information” defining the compatibility with other Network Slices.
The simultaneous use information is defined by a compatibility class, which may be operator defined or standardised.
The following compatibility classes are proposed to be standardised:
[bookmark: _Hlk536804981]Table 6.x.2-1: Standardised Compatibility Classes
	Compatibility Class
	Rule

	0
	S-NSSAI can be used alongside S-NSSAIs with same SST field value

	1
	S-NSSAI can be used alongside S-NSSAIs with same SD field value

	2
	S-NSSAI cannot be used alongside any other S-NSSAI



If there is no such simultaneous use information associated to a S-NSSAI, then the PLMN assumes this S-NSSAI can be included alongside any other S-NSSAI in an Allowed NSSAI.
The S-NSSAIs marked as default S-NSSAI shall be mutually compatible with each other.
A UE shall signal its support of “incompatible network slices handling” feature in the Registration Request message. If a UE does not support this feature, it shall only be configured with Network Slices which can be used simultaneously.
A UE shall not include in the Requested NSSAI S-NSSAIs that map to HPLMN S-NSSAIs which are incompatible with each other.
[bookmark: _Hlk1409174][bookmark: _Hlk27654025]If a UE attempts to register with a set of incompatible S-NSSAIs, and it supports the “incompatible network slices handling” feature, it shall be configured with a new Configured NSSAI, Mapping to HPLMN S-NSSAIs, HPLMN S-NSSAIs and related “simultaneous use information”. The NSSF/AMF provide an Allowed NSSAI including only compatible S-NSSAIs based on their policies (e.g. any default S-NSSAIs or the broadest set of compatible slices including the Default S-NSSAIs), and the other S-NSSAIs are rejected with cause code “incompatible S-NSSAIs with the S-NSSAIs in the Allowed NSSAI”. The UE may also be requested to immediately re-register using the new configuration information. Also, the UE nonetheless may autonomously re-register with the new configuration even if the Network does not request it, so the UE can request S-NSSAIs more adequate to run the applications the user is more interested in.
If a UE attempts to register with a set of incompatible S-NSSAIs, and it does not support the “incompatible network slices handling” feature, it shall be configured with a new Configured NSSAI, Mapping to HPLMN S-NSSAIs, HPLMN S-NSSAIs including only S-NSSAIs compatible with each other. The NSSF/AMF provide an Allowed NSSAI including only compatible S-NSSAIs based on their policies (e.g. any default S-NSSAIs or the broadest set of compatible slices including the Default S-NSSAIs). The UE may also be requested to immediately re-register using the new configuration information. Also, the UE nonetheless may autonomously re-register with the new configuration even if the Network does not request it, so the UE can request S-NSSAIs more adequate to run the applications the user is more interested in.
The HPLMN shall provide to a V-PLMN only Subscribed S-NSSAIs which are compatible with each other when the V-PLMN, based on roaming agreement, is known to not support the handling of mutually incompatible slices. These S-NSSAI(s) shall be provided with no compatibility class information to these V-PLMNs.



6.X.3	Procedures
The registration procedure in TS 23.502[x] clause 4.2.2.2.2 is impacted as follows:


[bookmark: _Hlk27656339]1. UE includes indication it supports the “incompatible network slices handling” feature and is shall include only compatible S-NSSAIs in the requested NSSAI
2. The AMF selection shall include checking the compatibility of the S-NSSAIs in the Requested NSSAI. The Compatibility class information is provided to the NSSF alongside the Subscribed S-NSSAIs.
21. Registration accept may include cause code “incompatible S-NSSAIs with the S-NSSAIs in the Allowed NSSAI” in the Rejected S-NSSAIs if applicable.

The Registration with AMF re-allocation procedure in TS 23.502[x] in clause 4.2.2.2.3 is impacted as follows (if the PLMN supports handling of incompatible S-NSSAIs).



3a. the slice selection subscription data includes the compatibility class information, if applicable.
4a. the AMF includes the “Compatibility class information” associated to any S-NSSAI in the subscription data that includes such information
7a/7b. if all the S-NSSAIs in the requested NSSAI are incompatible with the S-NSSAIs in the current AMF and they are served by another AMF, and the operator knows there is no routability between the source and target AMF, then the UE is de-registered with a request to immediately register instead of executing any of steps 7a/b.

[bookmark: _Toc31274658]6.x.4	Impacts on services, entities and interfaces
UE: support of "incompatible network slices handling " as outlined
AMF: support of "incompatible network slices handling" feature as outlined 
UDM: support of new compatibility information per UE in subscription data as outlined
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